MEMORANDUM OF UNDERSTANDING (MOU)
INTER RF SUSBYSTEM INTERFACE INTERCONNECTION OF
THE PUBLIC SAFETY RADIO SYSTEMS OF 
THE CITY OF MILWAUKEE AND
THE COUNTY OF MILWAUKEE
SECTION 1: PURPOSE
This Memorandum of Understanding (MOU) is between the City of Milwaukee and the County of Milwaukee (referred to individually as “a System Owner” and collectively as “the System Owners”).  
The purpose of this MOU is to define the roles and responsibilities regarding the connection of the public safety radio systems of the System Owners by an Inter RF Subsystem Interface Interconnection.  
SECTION 2: RECITALS
Whereas, the provision of radio communications to public safety and public service agencies is critical to their operational efficiency and safety and to the well-being of the citizens they serve; and
Whereas, the System Owners operate individual public safety radio systems to serve their individual agencies; and
Whereas, interconnecting the individual public safety radio systems of the System Owners will improve the performance of each System Owner’s system and allow communications between the two systems; and
Now, therefore, the System Owners, in accordance with authority granted to counties, cities, villages and towns under §66.0301, Wisconsin Statutes, by the signatures of their authorized representatives below, agree to the provisions of this MOU.  
SECTION 3: DEFINITIONS
· Microwave Backhaul:  A method of connectivity between two locations within a public safety radio system; using a privately-licensed wireless link in the microwave radio spectrum.
· System Owners:  The City of Milwaukee and the County of Milwaukee.
· Agency: A public safety or public service department or other organization that is primarily associated with one of the System Owners; an Agency can be primarily associated with only one System Owner (e.g., the Milwaukee Fire Department is an Agency of the City of Milwaukee).
· System:  The fixed-location towers, repeaters, site-to-site links, dispatch positions, and other equipment (hardware and software) that, together, are owned by one of the System Owners to provide radio communications services to their public safety and public service Agencies; each System Owner owns and operates their individual System. 
· Talkgroup:  A virtual radio channel created by a System in order to allow radio communications between the users of the System; users that select the same Talkgroup on their Subscriber Radio are assigned by the System a radio channel for communications among themselves.
· Daily Use Talkgroup: A Talkgroup that belongs to one Agency and is used by that Agency for the purposes of coordinating activities and/or exchanging official information associated with regular activities within an Agency.
· Shared Daily Use Talkgroup: The use of a Daily Use Talkgroup by an Agency other than the one to which it belongs; permitted only when authorized by the Agency to which the Daily Use Talkgroup belongs; permission may include conditions on time/date, duration, location, and/or purpose of use.
· Mutual Aid Talkgroup: A Talkgroup that does not belong to one Agency but that is available on a shared basis to many Agencies for the purposes of coordinating activities and/or exchanging official information between or among different Agencies. A Mutual Aid Talkgroup is used for purposes other than primary, dispatch, or intradepartmental communications and it is typically used for only the duration of a specified event or incident. 
· Use:  Operation of a Subscriber Radio by an individual of an Agency on a System for the sake of communicating with members of their Agency, members of other Agencies primarily associated with the same System Owner, or members of other Agencies primarily associated with another same System Owner.
· Local System Use:  The Use of a Talkgroup by an Agency on the System owned by the System Owner with which they are primarily associated.
· Roaming System Use:  The Use of a Talkgroup by an Agency on the System owned by a System Owner with which they are not primarily associated.
· ISSI Interconnection:  The connection between two Systems using the protocols of the Inter RF-Subsystem Interface as defined by Project 25 standards.
· ISSI Gateway:  The components, hardware and software, within a System that provide that System’s portion of the ISSI Interconnection. 
· Project 25:  A suite of standards for digital radio communications used by federal, state/province and local public safety agencies; produced through the joint efforts of the Association of Public Safety Communications Officials International (APCO), the National Association of State Telecommunications Directors (NASTD), selected federal agencies and the National Communications System (NCS); and standardized under the Telecommunications Industry Association (TIA) 102 series of documents.
· Subscriber Radio(s), alternately User Radio(s):  The mobile and portable radio(s), wireline and wireless dispatch console(s), and control station(s) operated by users of the System in order to communicate via the System.

SECTION 4: TERM
This MOU is effective as of the date of the last signature by the System Owners.  
The initial term of this MOU is ten (10) years.  After the initial term, this MOU shall renew automatically thereafter for consecutive 2-year terms unless one System Owner provides written notice to the other System Owner of its desire not to renew the MOU a minimum of ninety (90) days prior to the end of the initial or then-current term.  
SECTION 5: POINTS OF CONTACT
Each System Owner shall designate one individual as their point of contact for any and all matters related to this MOU.  That person shall be empowered to communicate on all issues related to the ownership and operation of that System Owner’s Subsystem and shall be authorized to make and enforce decisions relating to the same.  
The following are the points of contact for the System Owners: 
	For The City of Milwaukee
Name: 
Title:  
Agency: 
Address: 
Phone Number:
Email address: 
	For The County of Milwaukee
Name: 
Title:  
Agency: 
Address: 
Phone Number:
Email address:


Each System Owner will notify the others of changes to their point of contact and shall update this MOU via an Amendment to reflect said changes.
SECTION 6: LIMITATIONS ON SCOPE
Nothing within this MOU shall be interpreted as the establishment of a new organization, agency, or department.  
Other than the sharing of and payment for explicitly-identified costs, nothing within this MOU shall be interpreted as an obligation of any System Owner to release any of its funds or its source of funding to any other System Owner.
The scope of this MOU is to establish an ISSI Interconnection between the Systems of the System Owners.  Each System Owner recognizes that the other(s) is solely responsible for the ownership and operations of their System, including their ISSI Gateway.  Other roles and responsibilities relating to the ownership and operation of a System shall remain with each System Owner unless explicitly called out in this MOU.
The System Owners shall comply with all Federal and Wisconsin laws, rules, and regulations.
This MOU is governed by, and must be construed in accordance with, the laws of the State of Wisconsin.
Each System Owner shall be solely responsible for any fines, penalties, settlements, or judgments that are imposed against or assigned to them as such fines, penalties, settlements, or judgments relate to the operation of their System. 
SECTION 7: OWNERSHIP
Each System Owner shall be solely responsible for owning and operating their System.  
Each System Owner shall establish policies and procedures for Local Use by their primarily-associated Agencies and neither System Owner, nor their primarily-associated Agencies, shall be obligated to abide by the policies and procedures for Local Use established by the other System Owner.
Each System Owner, or the Agencies that are primarily associated with that System Owner, will be solely responsible for their costs (including purchase, programming, and maintenance) and shall be considered the sole owners of their Subscribers Radios.
No System Owner shall charge the other System Owner for Use, including Local System Use or Roaming System Use, by that System Owner’s Agencies; however, restrictions on Use, as described below in Sections 9, 10, and 11, may apply. 
SECTION 8: INTERCONNECTION POINT
The ISSI Interconnection between the two Systems shall be made between each System’s ISSI Gateway.  The ISSI Interconnection will be made by creating a physical connection between the two Systems at location of at the City of Milwaukee Fire Department Engine 38 location, a site that is common to both System Owner’s Systems. 
Each System Owner shall be responsible for providing the networking equipment required to establish the ISSI Interconnection.  
The System Owners shall monitor the performance of the interconnection.  In the event one System Owner becomes aware of a degradation in the performance of the network interconnection, they shall:  i) notify the other System Owner as soon as possible and ii) work collaboratively with the other System Owner to identify the cause of the degradation and restore the interconnection to full service.  
SECTION 9: ISSI GATEWAYS
Each System Owner shall be responsible for providing the ISSI Gateway requited within their System to establish the ISSI Interconnection.  
Each System Owners shall monitor the performance of their ISSI Gateway.  In the event a System Owner becomes aware of a degradation in the performance of their ISSI Gateway, they shall:  i) notify the other System Owner as soon as possible and ii) work to identify the cause of the degradation and restore the ISSI Interconnection to full service.  In the event a System Owner believes there is degradation in the performance of the other System’s Owner’s ISSI Gateway, they shall notify the other System Owner as soon as possible.  Once notification is provided upon notification by the other System Owner of degradation in the performance of the other System Owner’s ISSI Gateway, the System Owner of the non-degraded ISSI Gateway shall provide support, as available, to identify the cause of the degradation and restore the ISSI Gateway to full service.
SECTION 10: TALKGROUPS TO INTERCONNECT & FEATURES
The System Owners agree to configure their ISSI Gateways and any other System equipment, including hardware or software, to interconnect the Talkgroups as listed in Appendix A. 
Appendix A may be modified at any time at the direction of, or with the approval of, the Talkgroup’s owner. 
SECTION 11: DISCONNECTION FOR MAINTENANCE 
In the event a System Owner must disconnect their ISSI Gateway or their portion of the Microwave Backhaul for the purposes of maintenance, they shall:  i) notify the other System Owner as soon as possible with details, if available, regarding the nature of the maintenance and its expected duration, and ii) work to restore the ISSI Interconnection to full service as possible.  
SECTION 12: DISCONNECTION FOR DEGRADATED SYSTEM PERFORMANCE 
A System Owner may disconnect the ISSI Interconnection if it directly or indirectly causes an unacceptable degradation in the performance of their System.  Each System Owner shall decide the conditions that create such an unacceptable degradation and the System Owners agree that such conditions may vary with time/date, duration, events, or the cause or nature of the degradation.
Upon disconnection for degraded System performance, a System Owner shall: i) notify the other System Owner as soon as possible with details, if available, regarding the cause of the disconnection maintenance and its expected duration, and ii) work to restore the ISSI Interconnection to full service as possible.
[bookmark: _GoBack]SECTION 13: INDEMNIFICATION
SECTION 14: INSURANCE 
SECTION 15: FAILURE TO COMPLY, DISPUTE RESOLUTION
Should any System Owner fail to meet their obligations as expressed in this MOU, the other System Owner shall express in writing the nature and impact, to include cost, of the failure, and state what steps are necessary to fully cure the breach (“Default Notice”).  Such Default Notice shall be delivered via hand delivery or via email to the point of contact identified in this MOU for the other System Owner.
The System Owner that has been identified as failing to meet their obligations shall have thirty (30) days from receipt of the Default Notice to correct the failure or dispute the Default Notice expressed by other System Owner(s) with refutation of the identified failure and/or purported cure.  The basis for the dispute shall be stated in writing and delivered via hand delivery or via email to the point of contact for each System Owner (“Dispute Notice”).  A failure to timely cure or to dispute the failure shall be grounds for immediate termination of the System Owner from participation in and use of ISSI Interconnection.
If the existence of the default or the appropriateness of the proposed cure is timely disputed, the points of contact for each System Owner shall work cooperatively and in good faith in an attempt to resolve the dispute.  If a mutually agreeable resolution of the dispute cannot be agreed to by all System Owners within fifteen (15) days of receipt of the Dispute Notice, the System Owners may:
· All agree to continue working together to find a mutually agreeable resolution of the dispute;
· All agree to attempt mediation of the dispute with a mutually agreed upon mediator; or
· Pursue any and all other remedies available at law or in equity, including but not limited to the termination of the defaulting System Owner’s participation in this MOU and use of the ISSI Interconnection and/or filing suit in a court of competent jurisdiction seeking damages or declaratory/injunctive relief as may be appropriate.
Each System Owner shall bare its own cost of the dispute resolution process, except that mediation fees, if any, shall be shared equally among participants.
SECTION 16: ENTIRETY OF THE MEMORANDUM OF UNDERSTANDING, CHANGES TO MEMORANDUM OF UNDERSTANDING 
This MOU with any Appendices, Attachments, Exhibits, and Addendums constitutes the entire MOU and understanding between the System Owners and supersedes all previous memorandum, agreements, understandings, discussions, or representations concerning its subject matter.  This MOU may not be changed or amended in whole or in part except in a written Amendment executed by all System Owners, except to the extent this MOU otherwise expressly calls for execution of a written amendment by fewer than all System Owners. 
SECTION 17: FORCE MAJEURE
Except as otherwise specifically provided herein, no System Owner shall be considered to be in default in the performance of any of its obligations under this MOU, other than obligations to make payments as specified in this MOU or in any other agreement entered into by the System Owners, when there is the occurrence of an event of Force Majeure, as defined below, and the result is a delay or failure of performance of a System Owner, and in such case, no System Owner shall be liable for any loss or damage suffered by the other System Owner as a result thereof.  Force Majeure, as used herein, shall mean any conditions affecting a System Owner in connection with the MOU, which condition is beyond the reasonable control of the System Owner, including, without limitation: acts of God, acts of public enemy, wars, blockages, insurrections, riots, epidemics, landslides, lightning, earthquakes, fires, storms, floods, washouts, civil disturbances, or explosions.
SECTION 28: ATTESTATIONS & SIGNATURES
The signatures below attest that the System Owners, represented by the individuals authorized to enter into this MOU, do acknowledge and accept the expectations, obligations, rights, and responsibilities contained within this MOU.  

	
Organization Name:
	The City of Milwaukee

	
Signatory Name (written):
	

	
Signatory Title:
	

	
Signature:
	

	
Date:
	



	
Organization Name:
	The County of Milwaukee

	
Signatory Name (written):
	

	
Signatory Title:
	

	
Signature:
	

	
Date:
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Appendix A
	Table 1: Talkgroups to be Interconnected

	Talkgroup Name
	Description
	Owner/Home System
	Access Policies
	Emergency Feature
	Encryption
	Patching
	Logging

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	



The following conventions apply to Table 1:
· The Talkgroup Name is as it is on its “Home” System, if applicable.
· The Talkgroup Description is a summary of the Agency that primarily Uses it and its primary purpose, if applicable.
· The Talkgroup Owner/Home System lists the System or Agency that controls the T/G access policies and operational procedures.
· Each Talkgroup must have one, but no more than one, owner.
· Access policies are defined by the Talkgroup owner. They can provide access to specific municipalities, agencies, or disciplines. T/G owners may also set usage policies and restrictions such as monitor/receive only.
· Emergency Call describes if Emergency Calls are allowed to be processed on the Talkgroup (choices are “yes” and “no”).  An Emergency Call placed on a System by a user during Roaming System Use shall be delivered to their System.  Any dispatch center that receives an Emergency Call will be responsible for acknowledging/clearing it.  The dispatch center that that is primarily associated with the user that initiated the Emergency Call shall be responsible for ultimately addressing the emergency condition and they or the user that initiated the Emergency Call shall be responsible for ending it. 
· Encryption describes if the Talkgroup shall be encoded per the technical specifications of Data Encryption Standard, 256-bit key (DES 256) (choices are “yes” and “no”).  The specific Common Key Reference (CKR) used for an encrypted Talkgroup may also be listed. 
· Patching describes which dispatch centers, other than the one of the Agency with which the Talkgroup owner, if any, may patch the Talkgroup.  Also listed may be specific restrictions on patching including conditions on time/date, duration, other Talkgroups involved in the patch, and/or purpose of use of patch.
· Logging describes which dispatch centers, other than the one of the Agency with which the Talkgroup owner, if any, may record the Talkgroup on an audio logging recorder. 


