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Executive Summary 

Milwaukee County is the most populous county in Wisconsin with a population approaching one million residents. 
There are 33 departments that provide critical services ranging from Child Support, Court Services to Law 
Enforcement, just to name a few. The delivery of these services is essential for the success of Milwaukee County and 
its’ residents.  Information Technology is vital to support the applications that provide these functions. We recognize 
the role Excipio Consulting is providing to help with the strategic direction of Milwaukee County to become a more 
agile and flexible IT organization focused on the issues of its’ constituents. 
 
OneNeck IT Solutions understands that many organizations have changed the way they are approaching IT and in 
particular, the data center and its ongoing management. As significant changes in technology, and our industry as a 
whole have taken place over the past several years this has created a higher demand and visibility for greater 
operational efficiencies, a desire to redirect the focus of in-house IT staff to more strategic initiatives of the county 
and an overall holistic look at what tasks and responsibilities make sense to manage internally and which ones do 
not. 
 
OneNeck IT Solutions is proud to respond with a hosted, managed services solution located in our state of the art 
Tier III data center facility in Fitchburg, WI. We will provide disaster recovery services connected to our Eden Prairie, 
MN location. The solutions provided will enable the County to be more efficient with utilization of storage and 
compute resources and to deliver IT services at a lower cost. 
 
OneNeck IT Solutions is part of TDS Telecommunications Corp. which is headquartered in Madison, WI. As a leading 
provider of next-generation, production-grade data center solutions with seven (7) data center facilities throughout 
the upper Midwest and Arizona (as well as, a new Tier III data center coming in Colorado in 2014) and an 
organization that is today, 650 people strong, our core capabilities include Data Center Colocation, Managed 
Services, IaaS Cloud Solutions consisting of multiple, regionally-based environments, ERP Application Management, 
Disaster Recovery, Professional Services Consulting, and Network and Systems procurement and solutions. 
 
OneNeck IT Solutions is partnered with Solutionary to provide expert security services for our proposal. Solutionary, 
an NTT Group security company, is the next generation managed security services provider (MSSP) that delivers 
Managed Security Services (MSS), Global Threat Intelligence and Professional Security Services. Comprehensive 
Solutionary security monitoring and security device management services protect traditional and virtual IT 
infrastructures, cloud environments and mobile data. Solutionary clients are able to optimize current security 
programs, make informed security decisions, achieve regulatory compliance and reduce costs. 
 
Founded in 2000, the company’s services are based on next generation security intelligence, proven processes and 
proprietary, patented technology. Solutionary provides clients with advanced service delivery, thought leadership, 
years of innovative groundwork and proprietary certifications that exceed industry standards, enabling the company 
to have one of the highest client retention rates in the industry. 
 
Solutionary has been acknowledged as a leader by industry experts and analysts. Services are delivered 24/7 to 
clients globally through multiple state-of-the-art security operations centers (SOCs). 
Solutionary provides superior security processes and technology, delivering managed and monitored services 24/7. 
OneNeck IT Solutions is currently working with Solutionary with another public sector entity. 
 

https://www.solutionary.com/threat-intelligence/
https://www.solutionary.com/professional-security-services/
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OneNeck IT Solutions takes great pride in our customer partnerships and their business with the objective of being a 
true extension of their organization that you can rely on. We also pride ourselves on service and accountability, 
which is a key element in being a successful managed services and data center solutions provider. 
 
We hold the highest level of sales and delivery certifications with our strategic partners, Cisco, EMC, VMware, 
Microsoft, Citrix, HP, NetApp, and F5, as well as many others. As a top level partner with the leading manufacturers, 
we not only buy at the highest levels of volume discount available but are also briefed on strategic direction and 
updates. 
 
OneNeck is the strategic data center partner for many organizations within multiple vertical industries from 
healthcare, financial, retail, services, manufacturing and more. We will work to earn your trust to become your 
strategic partner. 
 
Sincerely, 
 
 
 
 
 
Brian Osterhaus 
District Sales Manager 
OneNeck IT Solutions 
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Service Provider’s Background Information 

Provide background on the service provider’s business and operations including: 
o Size and scope of service provider’s business 

 

OneNeck IT Solutions, a TDS® company (OneNeck) was purposefully built over the past several years 
through the acquisitions of leading IT solutions providers, along with the organic growth of key 
engineering resources and executive management. It combines the managed services capabilities of 
OneNeck IT Services with the tremendous resources, data center facilities and capabilities of VISI, 
TEAM, Vital Support Systems and MSN Communications to create one of the most comprehensive 
providers of end-to-end, enterprise-class IT solutions. Backed by the Fortune 1000® strength of 
Telephone and Data Systems, OneNeck IT Solutions is owned by TDS Telecommunications Corp. 
which is headquartered in Madison, WI. 
 

 
 
OneNeck IT Solutions has a combined 30 + years of experience in the data center solutions and 
managed services industry.  The success of our company is based upon core values of Midwestern 
integrity, long-term relationships with our customers, and a commitment to customer service and 
results. 
 
Over the past several years, we have methodically combined the people, operations, data center 
facilities, expertise and capabilities of our five specialized organizations into a single company, 
OneNeck IT Solutions.  Our data centers are the key component to what differentiates us from our 
competition, providing a strategic foundation for our service capabilities. 
 
ONENECK IT SOLUTIONS KEY STATISTICS: 

Topic Count 

Total Employees 646 

Engineers and Support Personnel 450 

Colocation Customers 250 

Cloud and Hosted ERP Customers 375 
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End Users Supported 20,000 

Hardware and Professional Services 750 

US Based Data Centers 8 

US Based Cloud Pods 4 

 
OneNeck Capabilities Overview 
From a capabilities, solutions and services standpoint, our service offerings are organized into five 
main categories: 
 

 
 
Data Center Colocation 
The changes within the IT industry and in the Data Center in particular has organizations, both large 
and small, evaluating their current and future Data Center requirements.  Companies of all sizes are 
considering options and alternatives to meet the demands and changes within their business, such 
as, growth, compliance and regulatory demands, security, greater operational and cost efficiencies.  
Not to mention, a reduced and/or significantly taxed IT staff, greater focus on the core business vs. 
“being in the data center business,” and an overall greater focus on IT budgets. 

Data Center colocation is a core capability of OneNeck IT Solutions where we not only have world-
class facilities and operations, but also work closely with our customers on developing a strategy 
and roadmap on what makes sense for your business and data center needs. 
 
Managed Services Solutions 
OneNeck’s Managed Services give you a wide range of benefits designed to free you from the 
necessary but time consuming chores of monitoring and managing your IT infrastructure. OneNeck’s 
Managed Services Solutions maintains highly skilled and experienced in-house staff for all support 
and network operations. Our systems management service provides you with advanced monitoring, 
reporting, and patching for your mission critical servers and databases. The OneNeck platform 
allows monitoring and/or management of any part of your IT infrastructure.  You can have us 
monitor/patch/fully manage as much, or as little of your infrastructure as you like. 
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Our Managed Services offerings provide continuous support and monitoring with our 24x7x365 
network operations centers (NOC).  Moving away from the complexity of using multiple tools to 
monitor your infrastructure and network will reduce operational costs and maximize your IT 
performance while minimizing downtime. OneNeck’s flexible solutions let you select the level of 
service and support that best matches your unique business needs, whether you call on us to 
manage some, most, or all of your data center and infrastructure needs. OneNeck can manage your 
IT infrastructure wherever it is located. Whether it is your headquarters, a branch office, a server in 
a third party data center, or a OneNeck data center, as long as there is Internet connectivity 
available, we can monitor and manage that location and environment. 

OneNeck’s 24x7x365 staffing and centralized NOC gives you increased levels of support and 
reliability.  OneNeck takes on the day-to-day tasks of monitoring and maintenance, allowing you and 
your team to focus on more critical projects and your business’ strategic needs while having the 
flexibility to adjust your service levels easily.  Services can be quickly applied or cut back throughout 
any part of your network and systems as your business needs change. 

ReliaCloud™ – Local, Enterprise-Class Infrastructure as a Service (IaaS) 
OneNeck also offers Cloud Services where we have made significant investments in building 
Enterprise-Class, Infrastructure as a Service (IaaS) environments within four (4) of our 
geographically-disperse tier 3 data centers.  The concept of Cloud Computing has several important 
concepts including on-demand availability, pay only for what you use, and rapidly scalable resources 
just to name a few. 

ReliaCloud™ is enterprise class IT infrastructure designed for resource intensive applications and 
databases that require a secure and compliant operational framework.  Built with enterprise-grade 
products and capabilities from Cisco, EMC and VMWare, ReliaCloud is specifically designed to run 
traditional business applications – the type of applications which require reliable and scalable 
computing infrastructure.  Delivered in dedicated and shared resource pools from multiple Tier III 
data centers, ReliaCloud is designed for maximum flexibility and utilization of current IT 
investments.  With colocation options and optimized metropolitan network connectivity, ReliaCloud 
is suitable for hybrid and disaster recovery solutions in addition to its focus on production 
computing applications. 

The OneNeck ReliaCloud Infrastructure-as-a-Service leverages industry-leading solutions of VMware 
vSphere™ and vCenter™ Server, Cisco’s state-of-the-art Nexus core switching and Unified 
Computing System (UCS) for compute and EMC’s enterprise-class Symmetrix VMAX and VNX storage 
technologies; along with EMC Avamar and Data Domain for data backup options and Isilon for 
additional file-based NAS storage.  ReliaCloud is operated out of our Tier III, highly secure and highly 
redundant data center facilities located in Wisconsin, Minnesota, Iowa and Arizona. We will have a 
fifth environment in our new Tier III facility in late 2014. 

Professional Services 
As mentioned earlier, OneNeck is a Data Center and IT solutions company providing network and 
systems solutions, cloud infrastructure, colocation and Managed Services.  However, one of the key 
differentiators is our unique ability to offer our customers options.  Options that our customers 
want to evaluate and need to understand in order to build out their strategies.  At OneNeck, we can 
approach out customers with a true consultative approach and provide solutions that include a 



    

 

- 8 - 

customer on premise design, a colocation design in one of our data centers, a Cloud design using our 
ReliaCloud™ Infrastructure-as-a-Service (IaaS) or a combination of all of the above. 

From a professional services standpoint, OneNeck provides technology solutions to businesses. 
Essentially, we offer a suite of consulting services and expertise which includes the pre-sales, 
technical engineering, planning, design, procurement, installation and management of business-
critical infrastructure, systems and communication components (servers, security, local and wide 
area networks, wireless, storage, voice, video& IP telephony). By being highly certified in and key 
partners to global leaders such as Cisco, EMC, Citrix, VMware, HP, Microsoft and others, we are able 
to provide our customers with the best pricing available supported by top level engineering 
resources. 

The breadth and depth of technical certifications held by our team members have allowed OneNeck 
to achieve the highest levels of partner status with Cisco (See below), EMC (Velocity Premier), 
VMware (Premier) HP (Elite), Citrix (Gold) and Microsoft (Gold). 

ERP Managed Hosting 
OneNeck® IT Solutions is the leading ERP managed hosting provider to mid-market companies. We 
support most major ERP applications including Oracle E-Business Suite, JD Edwards, Microsoft 
Dynamics AX, and Infor's Baan to name a few. 

Our promise is to provide a single point of accountability for your ERP infrastructure. For many of 
our customers, we are the sole organization responsible for managing their entire Enterprise 
Application Environment. 

As the leading independent provider of ERP solutions, OneNeck offers: 

 A Broad Scope of Services - OneNeck offers application, database and network 
management, data center management, 24/7 customer support, disaster recovery and 
desktop support, all under one roof. You have access to all our skill, experience and 
expertise at a predictable monthly cost. 

 Tailored Solutions - OneNeck takes a "one-to-one" approach. With this configurable 
methodology, we provide the right solution for each customer. As a result, we achieve 
greater visibility and control over our customers' IT environments and have an extensive list 
of long-tenured, highly satisfied clients. 

 Flexibility and Scalability - There's one constant in business and that's change. Our staff is 
always on call and can scale your operations as needed as your business grows. With 
OneNeck, you'll always have immediate access to highly skilled IT professionals who already 
know your environment. 

 An Easy-to-Engage Relationship - We're all about accountability, and that means we're at 
your service 24 hours a day, 7 days a week. We create specific points of contact for every 
customer and even offer self-service portals for those things you'd rather do yourself. With 
a proven methodology and track record, we resolve all issues quickly and make it easy to 
add new services as needed. 
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Industry Security Standards 
OneNeck prides ourselves on our ability to achieve and maintain security standards. Below are our 
current standards and roadmap for 2014. 

 ISO 27001:2013 certification 
 PCI DSS v3 certification 
 HIPAA/HITECH examination 
 SSAE 16 Type 2 SOC 1 examination 
 EDP Data center is Uptime Institute Tier 3 certified 
 OneNeck is US/EU and US/Swiss Safe Harbor compliant 

 
o At least three customers where service provider provides services similar in nature and scope to those 

outlined in this request. 

City of Minneapolis 
- Otto Doll 

o Otto.doll@ci.minneapolis.mn.us 
o 612-673-3633 

 
Louisville Metro 

- Sharon Meador  
o Sharon.Meador@louisvilleky.gov 
o 502 574 6499 

 
Loudon County 

- Jakub Jedrzejczak  
o Jakub.Jedrzejczak@loudoun.gov 
o 703.737.8587 

 
 

o Outline of key partnerships that will contribute to the performance of the services 
 

Solutionary Overview 
Solutionary, an NTT Group Security Company, is a next generation Managed Security Services 
Provider (MSSP) solely focused on delivering relevant, efficient and cost-effective managed security 
services and consulting services. Since inception in 2000, Solutionary has grown to be a global 
trusted advisor and has one of the highest client retention rates in the industry. 
 
In 2011 and 2012, Solutionary was ranked by Gartner as a “Leader” in the MSSP Magic Quadrant, 
North America. Gartner ranked NTT as a Challenger in the first-ever Gartner Magic Quadrant for 
Global MSSPs in 2014. 
 
Solutionary delivers services 24/7 through multiple state-of-the-art Security Operations Centers 
(SOCs), serving medium-to-enterprise businesses in a broad range of industries with a wide array of 
security needs. The primary purpose of Solutionary services is to keep client’s information 
technology (IT) secure and compliant. Solutionary assesses, manages, monitors and correlates data, 
turning it into relevant, decision-making information to enable the execution of intelligent IT 

mailto:Otto.doll@ci.minneapolis.mn.us
mailto:Sharon.Meador@louisvilleky.gov
mailto:Jakub.Jedrzejczak@loudoun.gov
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security actions. Solutionary provides clients with advanced service delivery, thought leadership, 
years of innovative groundwork and proprietary certifications that exceed industry standards. 
 
Solutionary remains committed to improving our people, process and technology. We make sure 
our clients achieve greater information security at a lower cost than they would themselves. 
 
Managed security services will continue to be the primary focus of the overall business strategy and 
is a key differentiator. Solutionary will also continue to grow and develop our Security Engineering 
Research Team (SERT) program to extend intelligence and predictive analysis services for clients. 
Our goal is not to be the biggest MSS provider but to be the best. 
 
On August 7, 2013, Solutionary was acquired as a wholly-owned subsidiary by Nippon Telegraph and 
Telephone Corporation (NTT). NTT provides clients with solutions spanning a variety of cloud service 
and delivery models through group companies Dimension Data, NTT Communications, NTT DATA 
and Solutionary. NTT continues to aggressively expand its security capabilities to become one of the 
world's largest security integrators. NTT is currently providing services to over 50 countries through 
its cutting-edge R&D, world-class communications carrier Computer Security Incident Response 
Team (CSIRT). The NTT Group has a $3.5 billion annual R&D budget* much of it focused on 
cybersecurity. 
 
This acquisition has benefited existing and new Solutionary clients by enhancing worldwide security 
intelligence capabilities, expanding the R&D budget and supporting global growth goals. With the 
entirety of the Solutionary leadership team intact, Solutionary continues to operate with a 
customer-focused culture dedicated to providing clients with award-winning service and attention. 
 
Our blend of expertise in managed security and log monitoring services allows Solutionary to 
provide a uniquely integrated service offering to help you accomplish the goals of the County’s 
security program. Our years of experience have demonstrated that information security and 
compliance with various industry requirements are inextricably woven together, and that 
organizations holding leadership positions in these disciplines effectively manage these critical 
practices. We deploy our patented technology to help our clients manage complexity, solve 
problems and deliver results – in a secure manner. We believe that effective, efficient and proactive 
management of information security and compliance requirements is at the core of Relevant, 
Intelligent Security. 

 
o Service provider’s qualifications and differentiators 

 

One Call. One source. One point of accountability for all your IT needs.  We can provide Milwaukee 
County with a partnership for IT strategy and solutions from the traditional to the latest in IT 
services.  OneNeck has been providing colocation services from our Madison facility since it was 
commissioned into operation in 2008. 

 
OneNeck offers an alternative to investing in your own data center and operations facilities. Instead 
of building and staffing a data center or making significant investments to update your current 
environment, you can leverage OneNeck’s mission critical facilities to lower your operating 
expenses, reduce capital expenditures and shorten the time it takes to accomplish your IT goals. You 
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can apply your limited and valued IT resources in a way that most positively impacts your business 
while maintaining the flexibility to scale your data center requirements as needed. 

 
Our data center solutions span a wide spectrum, including: 

 Colocation Services 

 Disaster Recovery Services 

 Cloud Infrastructure Services 

 Fully Managed & Hosted IT Environments 

 Internet Connectivity 

 Transport Capabilities 

 Remote Hands 
 

Organizations including Healthcare, Finance and Insurance, Bio and Life Sciences and Government 
agencies select OneNeck as their data center partner to support their stringent audit and 
compliance requirements.  OneNeck has a growing customer base of more than 250 colocation 
customers and more than 350 Cloud customers.  On June 24, 2015, OneNeck announced the 
opening of our eighth wholly owned and managed data center in Denver, Colorado.  Additionally, 
based on growth in our Madison Data center, OneNeck is constructing our fifth data center room 
with expected completion in late Q4 of 2015.  Examples of the profile of customers we host in our 
Madison data center is provided in the Executive Summary section. 
 
OneNeck’s primary strengths and key differentiators are summarized below and further discussed in 
the Executive Summary and Solutions Overview sections of this RFP response. 
 

 Local Proximity:  OneNeck has the largest wholly owned and managed commercially available 
data center in the state of Wisconsin, located in Fitchburg, approximately 86 miles from the 
Milwaukee County Courthouse. 

 Focus on Security and Compliance:  As a Tier 3 Compliant (Tier 4 for Power) SSAE 16 Type II 
SOC1 Audited Data Center facility, OneNeck plays a key role in supporting the audit and 
compliance requirements of our customers. 

 Proven Success Supporting Similar Organizations with High Compliance Requirements:  
Organizations including Healthcare, Finance and Insurance, Bio and Life Sciences and 
Government agencies select OneNeck as their data center partner to support their stringent 
audit and compliance requirements.  Based on customer growth in our Madison Data center, 
OneNeck is constructing our fifth data center room with expected completion in late Q1 of 2016. 

 Portfolio of Data Center Services:  Complimentary data center services that include colocation, 
cloud services, application hosting, managed services and related professional services and 
technology. 

 Core Competency:  Managing a network of eight data centers, data centers and related 
offerings are our core competency.  We successfully serve a growing base of high profile 
customers across the central, southwest and western U.S. 
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o Description of service provider’s technical and service capabilities 
 

To support the evolving requirement of our customers, OneNeck provides a comprehensive suite of 
complementary data center services: 

 Colocation – highly available, secure and compliant, carrier neutral data center facilities 

 Data Center Optimization and Migration Services 
o Assessment and Planning Services 
o Physical Relocation/Move Services 
o Project Management Services 

 Disaster Recovery and Back-up Services - to support the disaster recovery and back-up 
requirements of our customers, OneNeck provides a network of eight data centers connected with 
high capacity fiber: 
o Madison, WI 
o Minneapolis, MN 
o Des Moines, IA 
o Cedar Falls, IA 
o Phoenix, AZ 
o Gilbert, AZ 
o Denver, CO (opened June 24, 2015) 
o Bend, OR 

 Managed IT Services – providing monitoring, patching services and SLA management 

 Cloud Services (ReliaCloud) – enterprise-class, high availability Infrastructure as a Service 
capabilities 

 Application/Database Hosting and Management – mission critical Enterprise Resource Planning 
(ERP) and related application hosting and management for Oracle, SAP, and Microsoft 

 Professional Services and Tier 1 Technology product and software solutions 
 

o List of all quality certifications 
 

As a Tier 3 Compliant (Tier 4 for Power) SSAE 16 (SOC 1) Type II audited data center facility, OneNeck 
plays a key role in supporting the audit and compliance requirements of our customers.  Additional 
standards adherence include the following: 

 ISO 27001 Certified 

 PCI DSS Compliant 

 HIPAA Audited Facilities (Execute BAAs as needed) 

 FDA Audited 

 ITIL Certified data center staff 

 All Employees required to pass annual training and exam on HIPAA, PCI and Safe Harbor 
 

o Must be willing to provide a copy of latest SSAE 16 Type II (or equivalent) audit upon request 
 

Upon execution of our standard NDA between Milwaukee County and OneNeck, an electronic copy 
of our most current SSAE 16 Audit will be emailed to the designated Milwaukee County contact in a 
separate secure file. 
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o Must be able to produce the last three years of financial statements including income Statement and 
Balance Sheet upon request. 
 

OneNeck IT Solutions is a wholly owned subsidiary of Telephone and Data Systems.  As part of a 
publicly traded company, our financials are open to view at any time at the TDS corporate website: 
http://investors.teldta.com/investor-relations/investor-relations-home 

http://investors.teldta.com/investor-relations/investor-relations-home
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Disclosures, Acknowledgements, and Declarations 

Provide disclosures and declarations related to the following areas: 
o All exhibits and attachments require acknowledgments and compliance. 

OneNeck IT Solutions acknowledges and complies with all exhibits and attachments of this RFP.  
Please see Attachment 1 of this response for OneNeck’s legal exceptions. 

 

o Identify the sections in which service provider has elected not to respond and the reason for not responding. 
OneNeck IT Solutions is not responding to the mainframe portion of this RFP.  The partner we had 
elected to use decided to bid on this RFP and declined to partner with us for the mainframe portion 
of our response. 

 
o Disclose the name, nature of the relationship, and the scope of the activities for any third party that the 

service provider is dependent on to provide services defined herein.  Exclude normal purchasing 
relationships with vendors providing hardware and software or typical products and services (i.e. 
maintenance contracts). 

We are partnered with Solutionary to provide the security functionality required in this RFP. We will 
use Coakley Brothers for the physical moving of equipment for this RFP. All other functions will be 
provided by OneNeck employees. 

 
o Provide a list of all entities with which service provider has relationships that create, or appear to create, a 

conflict of interest with the work that is contemplated in this request.  The list should indicate the name of 
the entity, the relationship, and a description of the conflict. 

We are not aware of any such relationships with any entities. 
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Proposed Solution 

 
Provide an overview and detailed information to describe the service provider’s solution.  At a 
minimum, the solution description should include a description of the service provider’s strategy and 
approach, including any key assumptions regarding the following: 

o Data center capabilities, features, location of major data center(s), etc. 
o Service management framework 
o Account and customer engagement process 
o Innovation and service improvement strategies, capabilities, processes, etc. 
o Service Level Management – establishing and managing service levels 
o IT security (at a minimum, provide an outline that demonstrates the existence and depth of 

the organization’s security practices) 
 

Milwaukee County - ReliaCloud Data Center Design Notes 
 
Recommendation 
Milwaukee County Department of Administrative Services has asked for help in revitalizing their 
critical Information Manage Services Division.  This strategic initiative would improve capabilities 
in people, process and technology to support the County’s mission critical applications and 
support operations.   
 

Overall – we recommend Milwaukee County utilize two OneNeck data centers and our 
ReliaCloud private cloud infrastructure to leap ahead to modernize their infrastructure and 
process.  We recommend putting the Test/Dev environment at the DR data center – this would 
enable Milwaukee County to have an environment pre-setup that can be used for test and 
development and be available for running recovered workloads in the event of a disaster.  
OneNeck will leverage our existing partner relationship with Managed Security Services Provider 
(MSSP) Solutionary for the management of the security services requested. 

 
OneNeck has a proven track record of managing critical applications and IT operations for clients 
for over 18 years.  Over that time, we have continued to refine our capability to provide IT 
operations that achieve results for our clients: 

• Milwaukee County Desired Outcome - High quality and responsive support services  

o OneNeck IT Solutions uses a shared services support model to provide exceptional 

customer service to our enterprise clients.  We operate two 24/7 Network 

Operations Centers in Madison, WI and Minneapolis, MN.  These centers are 

staffed with technical engineers and customer support personnel with varied 

expertise across our data center, ReliaCloud and Applications Infrastructure 

services.  OneNeck provides local remote hands in the Madison and Minneapolis 

data center on a 24/7/365 basis for emergency services as well.  Transform the 

organization to an agile and flexible IT organization focused on the real issue of 

our constituents 

• Milwaukee County Desired Outcome - Hybrid infrastructure across on premise, private 

cloud, and public cloud. 

o OneNeck proposes a ReliaCloud Hosted Private Cloud service that delivers a 

private cloud solution leveraging our enterprise compute, network and storage 
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resources will provide a flexible IT environment for County mission critical 

applications.  The County can selectively leverage management services for 

infrastructure and applications that fall outside of their target core competencies.  

• Milwaukee County Desired Outcome - Transform IT capabilities to provide more robust 

and mature IT processes and capabilities in line with the size and nature of Milwaukee 

County's constituent services 

o At OneNeck® IT Solutions, our commitment is to be an expert provider of hybrid IT 

solutions tailored for mid-market and enterprise companies and to provide high-

touch customer service. Through a single point of accountability, OneNeck offers 

end-to-end enterprise-class IT solutions including cloud and hosting solutions, 

managed services, ERP application management, professional services, IT 

hardware and top tier data centers. 

o Our thought leadership, innovative engineering and hybrid, custom-designed 

solutions help customers reduce costs, improve service levels, increase revenues 

and gain local-to-global competitive advantage. Our customers span a broad 

spectrum of industries including healthcare, manufacturing, financial services, 

retail, education and government. Customers choose us because our experienced 

team leverages ITIL based practices to manage mission-critical data centers, cloud, 

and customer infrastructure 24/7/365. Our facilities meet the highest industry 

standards, having successfully completed the Type 2 SSAE 16 (SOC1) examination, 

ISO/IEC 27001:2013 certification, HIPAA and HITECH examination, and PCI Data 

Security Standard validation. The bottom line, it ensures our customers that their 

data is secure, available and contributes to their compliance framework. 

 

• Milwaukee County Desired Outcome - Reduce risks inherent in Milwaukee County’s 

current data centers and technology landscape 

o OneNeck IT Solutions can also deliver world-class facilities, system availability, 
monitoring tools, and 24/7 customer support.  Outsourcing today has evolved 
from a purely cost-based decision to one that improves a company’s processes 
and systems, protects their reputation and assets and helps them achieve their 
goals. 
 

• Milwaukee County Desired Outcome - Provide cost effective IT capabilities 

o Whether it’s their payroll, legal services, application hosting, marketing or 

something as routine as printing business cards, no organization does everything 

in-house. Leading organizations focus on what they do best – their specialty. They 

exploit efficiencies to increase results on their core operational activities and in 

most cases, look to other organizations to complete tasks which are not within 

their core competencies. In this sense, outsourcing is really finding best-in-class 

partners who can provide exceptional knowledge and service in a specific area of 

need. This is a strategy to integrate more expertise into the organization, thus 

increasing efficiency and competitiveness.  Information Technology is an excellent 

example of this. When done right, an IT partner like OneNeck IT Solutions, can 

give an organization economies of skill and scale by aggregating demand across 

our multiple clients.  We can encourage and speed the adoption of proven 
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methodologies, best practices and procedures that create not only a more 

effective IT function, but a smoother running organization as well.  

OneNeck Approach 
 
OneNeck offers our customers a full hybrid IT model of service offerings from colocations 
services, cloud services, managed services, ERP hosted applications, and IT Hardware resale 
and professional services.  This approach to the market place allows OneNeck to be nimble 
enough for customers as their IT needs and requirements evolve over time.  This allows 
OneNeck customers to get their applications and data in the right place, on the right platform, 
at the right time. 
 

 
1. ReliaCloud is specifically designed with flexibility to transition completely to a private 

cloud environment or offer access to resources as desired including – computing capacity, 
storage, security, routing, switching, and other components.    

2. Dedicated ReliaCloud Servers – designed to provide compute resources for non-hypervisor 
based workloads that require dedicated hardware. 

3. ReliaCloud Integration Cabinet – space for customer owned devices directly next to 
ReliaCloud enabling clients to leverage existing investments and specialty hardware 
integrated with their cloud environment. 

4. Colocation - Just a cross connect away from the cloud, colocation enables a client to have 
a substantial presence in our Tier 3 data centers to support their mission critical 
applications. 

5. HQ – client on-premise solutions can be seamlessly connected into OneNeck ReliaCloud 
and colocation resources. 

6. Other Data Centers – OneNeck has 8 data centers, with cloud pods in 5 of them.  Our data 
centers are all connected with the 5 cloud pods being connected via a sharable 10GB link. 

7. Managed Services – We provide 24X7, ITIL based managed services of all of our facilities, 
infrastructure and customer owned infrastructure. 
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Milwaukee County desires to achieve the following capabilities in a new IT environment: 
Given 

Virtual Server Guests – 290 - 221 production, 69 pre-production 
Total Storage Identified (74 TB) 
Approximately 1800 GB of Memory in use 
Production and Test/Dev Resource Environments 
Security Requirements 
Total Users – ~4,000 
Required 2 Data Center Model with Remote Locations attached 

 
Future State - ReliaCloud Private Data Center at a Primary and Disaster Recovery Sites (2 
Sites) 

OneNeck proposes a ReliaCloud Hosted Private Cloud service that delivers a private cloud 

solution leveraging enterprise compute, network and storage resources and will provide a 

flexible IT environment for County mission critical applications.  The County can selectively 

leverage management services for infrastructure and applications that fall outside of their 

target core competencies.  
 

OneNeck IT Solutions will design, architect and deliver a hosted private cloud.  Private Cloud is 

defined as dedicated host machines (physical hardware) and associated hypervisor software 

(VMware ESX).  Storage services (LUNs) are also directly mapped via 8GBPs fiber channel to 

the storage array.  LUNs are not shared or accessible by other clients. 
 

Built to  

 Host production class / mission critical workloads 

 Provide robust security controls 

 Provide nearly all core infrastructure as a Service 

 Integrate with colocation 

 Interoperate with our Customers’ existing infrastructure 

 Support direct high-speed connectivity 

 No longer just SSL/HTTPS 

 Campus style extension design 

 

Designed to  

 Shorten the service adoption gap by using common components 

 Backed by a 100% Service Level Agreement 

 Provide the midmarket customer base with IT resources that are typically exclusive to 

the enterprise market. 

 Provide a comprehensive technology stack which also allows for non-Cloud product 

integration points. 
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 Provide elastic resources which can be customer provisioned and manipulated. 

 
This solution would leverage OneNeck’s infrastructure in a dedicated compute/shared network 
environment at two data centers.  OneNeck would provide a private cloud environment sized 
appropriately in Madison, WI (MSN) as a Primary data center with connectivity to Milwaukee 
County.  OneNeck would have another private cloud environment sized appropriately in Eden 
Prairie, MN (EDP) as a Test/Dev and Disaster Recovery data center with connectivity to Milwaukee 
County.  Both OneNeck data centers would be connected with an appropriately sized link for data 
and backup replication.  The following capabilities are provided with this solution: 

1. Private Cloud environment at each site 
2. Enterprise Firewall Context at each site (10 vLANs) 
3. Storage replication to alternate site for VMs and required for recovery 
4. Centralized, managed backup of all data center resources 
5. Replicated backup data to alternate site (Electronic Vaulting) 
6. Network connectivity between data centers (provided by OneNeck) (sizing estimated at 1 

Gbps for planning purposes) 
7. Connectivity at each site to Milwaukee County (949 North 9th Street for planning 

purposes) 
8. OneNeck provides VMware licensing and Infrastructure as a Service (IaaS) 
9. OneNeck provides Windows Operating System licensing 
10. 24X7 management of IaaS infrastructure – Compute, Storage, Network, Backup 
11. 24X7 management of supported Windows and Linux Virtual Severs (Microsoft Supported 

Server OS, RedHat, Suse, and CentOS) 
12. 24X7 management of Active Directory (two domains) 
13. Milwaukee County provides all application licensing 

 
OneNeck will provision the infrastructure and OneNeck will migrate or rebuild the existing 
resources into the new environment and migrate the data.  We do not recommend moving the 
existing infrastructure. 

 
Approach 

1. Perform assessment to finalize migration costs 
2. Establish project team 
3. Validate design, plan build and plan migration 
4. Build private cloud at each location  
5. Establish a connection from our data center to 9th Street  
6. Build network between sites 
7. Determine Replacement/Elimination, Migration or rebuild of data center resources 

depending on what is needed for each VM 
8. Implement OneNeck management tool set 
9. Install backup agents and configure backups 
10. Establish second site for replication of backups 
11. Develop a “run book” for operations 



 

525 Junction Rd, Madison, WI  53717 
855-ONENECK l www.OneNeck.com 

Proposed Network/Site Topology: 
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ReliaCloud Data Center Two Sites  
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ReliaCloud Data Center Private Cloud at Two Sites 

 



    

 

- 23 - 

Service Innovation 

OneNeck has a total company approach to providing innovative technology and service management 
solutions.  We do this as an integral part of how we collaborate with our customers and stems from our 
belief that “although it might not be our fault – it’s always our problem.” 

Solutions Architecture Shared Vision 

The solution architecture group focuses on technology and service solutions that meet our clients now and 
future needs.  Below is the Shared Vision for this group: 

Our Purpose is to deliver creative solutions, built from standard building blocks, targeted to solve our 
customers’ business problems by providing the right solution, in the right place, on the right platform, at the 
right time – in the right cloud - to allow our customers’ to focus on their business.  

Our Vision of the Future is one where Solutions are central to our organization.  

 We enable our external customers to focus on their business while we architect and design 
creative solutions to solve their business problems.  

 We support our internal customers in their objectives to increase revenue, decrease 
cost/expense and align OneNeck's strategy and direction with the market.  

 We govern our solutions through a full lifecycle of innovation management, solution strategy, 
solution development, solution management and solution sales architecture.  

We act in line with our Guiding Values:  

1. Integrity - In our interactions with others, both inside and outside of OneNeck, we always act with 
honesty, integrity, accuracy and respect.    

2. Responsiveness - we constantly work to get out of the way, providing feedback and setting 
expectations so that there is never a question of "When?" in working with our team.  

3. Creativity - we think outside of the box just as well as we think inside the box, we strive to leverage 
proven techniques and enhance them through our application of those techniques to solve complex 
problems.  

4. Knowledge and Expertise - we constantly strive to learn and expand our knowledge and deepen our 
knowledge through experience and we see it imperative to share our knowledge to the betterment 
of others.   

5. Collaboration - we work well, and play well, with others, both inside our team and outside of our 
team, never hesitating to involve others in our day to day activities.  
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Shared Services Organization 
 
OneNeck subscribes to methods of continuous improvement through our own support methodologies as 
well as ITIL. For example, OneNeck employees that are in customer facing engineering or support roles are 
required to become ITIL Foundations certified within the first year of service as a condition of employment. 
The role of the Service Delivery Manager is integral to our culture of continuous improvement and 
operational excellence. The SDM will be an escalation point for the County's stakeholders and will be in 
charge of the quality of service reporting and act as a service ambassador between OneNeck and the 
County. The SDM role is dually responsible for overseeing the care and feeding of the customer’s 
environment including the steady state maintenance of the technical components as well as incident and 
change management. Acting as the customer advocate, the Service Account Manager manages customer 
related issues to help ensure that expectations are properly set and met; and that changes to delivery are 
proper.   
 
 
OneNeck Managed Services 
 
OneNeck offers a turnkey, full-service IT Managed Services solution that includes the best certified experts 
in the industry, live 24/7 expert-to-expert support, tested and proven ITIL best practices in IT manages 
services and world-class technology.  All of this is wrapped in high availability service level agreement that 
financially guarantees satisfaction.   OneNeck managed services are all supported with a detailed Service 
Catalog.   
 
OneNeck can provide a wide variety of managed services for our customers, whether the systems are 
located in a OneNeck datacenter, OneNeck ReliaCloud environment or Customer's on premise 
infrastructure.  OneNeck can provide managed services for core network components such as route, switch, 
firewalls, load balancing, voice & video, UC and more.  From a systems perspective OneNeck can provide 
managed services from the OS and application layer for a wide variety of products including, but not limited 
to, many ERP applications i.e. SAP, JDE, Dynamics AX, Oracle E-Business Suite. 
 
Shared Infrastructure Operations (SIO) 
 
OneNeck IT Solutions uses a shared services support model to provide exceptional customer service to our 
enterprise clients.  We operate two 24/7 Network Operations Centers in Scottsdale, AZ and Minneapolis, 
MN.  These centers are staffed with technical engineers and customer support personnel with varied 
expertise across our data center, ReliaCloud and Applications Infrastructure services.  OneNeck provides 
local remote hands in the Madison and Eden Prairie data center on a 24/7/365 basis for emergency services 
as well.   
 
Your customer support starts with your Account Executive.  The AE is responsible for the overall relationship 
between OneNeck IT Solutions and Milwaukee County.  The AE has strategic responsibility to manage and 
deliver the needed resources for Milwaukee County in an effort to exceed your service expectations over 
the relationship period.  The AE provides product information, pricing information, educational information 
and coordinates various resources to meet your needs.  The AE works closely with an assigned Service 
Delivery Manager (SDM).  The SDM provides day to day support activities for our enterprise clients.  They 
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are closely connected to the required internal departments such as project management, billing, facilities 
and operations and will advocate for Milwaukee County to deliver your desired outcomes.   
 
Customer Service is a strategic priority for OneNeck IT Solutions 
 
OneNeck’s Customer Management Team (CMT) supports OneNeck’s commitment is to be an expert 
provider of hybrid IT solutions for mid-market and enterprise companies through high-touch customer 
service.   OneNeck provides customer management focus based on ITIL.  To that end, we provide a single 
role, the Service Delivery Manager (SDM), who is responsible for day-to-day operations of contracted 
services. For new services and solutions, an assigned Account Executive will be available to leverage 
technology solutions for your business.  Your Service Delivery Manager is your single point of contact to 
ensure the successful coordination and execution of your contracted recurring services.  This encompasses 
all areas, including service management, incident and change management, service improvement, and 
customer satisfaction.  The Service Delivery Manager will have one more accounts depending on the 
complexity and scope of the services their assigned accounts have with us.  The Service Delivery Manager 
has access to resources throughout our entire customer management team.  The following table lists the 
management team associated with your account starting with the Service Delivery Manager all the way 
through executive management. 

 

Escalation 

 
CONTACT TYPE CONTACT DETAILS USE GUIDELINES 

Support Center 
(24 x 7 x 365) 

Phone: (855) 820-0500 

Can be used for any priority of request or 
issue, but is the best method to ensure P1/P2 
items are handled with the appropriate 
urgency. 

Support Center 
(24 x 7 x 365) 

Email: support@oneneck.com  
Lower priority requests (3 or less) that do not 
require immediate action. 

Support Portal 
Customer Portal: 
https://cms.tdc.oneneck.com  

Can be used to view status on existing 
requests OR submit any priority of request or 
issue - follow-up via phone is base for items 
requiring P1/P2 urgency. 

Service 
Delivery 
Manager 

Name: 
Email: 
Phone: 

To Be Assigned 

Any requests or questions at all - your Service 
Delivery Manager is your advocate and will 
route items as appropriate. 

District 
Manager 

Name: 
Email: 
Phone: 

Brian Osterhaus 
Brian.osterhaus@oneneck.com 
(608)204-8668 

Strategic, tactical and operational business 
and IT initiatives – additional services. 

Manager, 
Service 
Delivery Team 

Name: 
Email: 
Phone: 

To Be Assigned 
 

Escalation contact for concerns related to 
service delivery.   

mailto:support@oneneck.com
https://cms.tdc.oneneck.com/


    

 

- 26 - 

Manager, 
Service 
Delivery Team 

Name: 
Email: 
Phone: 

To be assigned 
 

Escalation contact for concerns related to 
service delivery.   

VP of Service 
Transition 
 

Name: 
Email: 
Phone: 

Katie McCullough 
katie.mccullough@oneneck.com 
(480) 315-3042 

Escalation contact for concerns related to 
service delivery or account support and 
management. 

VP of 
Operations 

Name: 
Email: 
Phone: 

David Arenas 
david.arenas@oneneck.com 
(480) 302-6285 

Escalation contact for concerns related to 
service delivery. 

CTO and 
General 
Manager 

Name: 
Email: 
Phone: 

Clint Harder 
clint.harder@oneneck.com 
(406) 646-6505 

Escalation contact for concerns related to 
service delivery or account support and 
management. 

 

 
 

Milwaukee County would also be assigned a Project Manager lead for the implementation and ongoing 
project management of the Milwaukee County implementation.  The PM is a single point of accountability 
for project management on the OneNeck side and is typically paired with a Milwaukee County peer during 
project activity.   
 
What are the Three Pillars of Shared Infrastructure Operations (SIO)? 

Own IT! – The word "OneNeck" is synonymous with ownership. When all else fails; systems, process, people, 
or clarity; take ownership. 

Understand IT! – The word "OneNeck" stands for unity between the customer and us in providing solutions 
that meet customer needs. Take time to view the world through the customer lens and provide more than 
just technical solutions. 

Work IT! – Through effort we accomplish customer satisfaction. It may not be your job or your fault, but it is 
our problem. Being the "OneNeck" means; rising to the occasion, being the leader, and enlisting the aid of 
others to satisfying our customers. 
 

mailto:katie.mccullough@oneneck.com
mailto:david.arenas@oneneck.com
mailto:clint.harder@oneneck.com
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Proposed Project Hours 

Please use the following chart below to assume the amount of project time that should be included as part of the 
proposed solution(s).  Regular technology refresh should not be considered project work. 
 

Support Team 
Estimated 
Annual Project 
Work Hours 

Data Center 0 

x86 Server 1,080 

Mainframe 0 

System Administration 800 

Storage and Backup 760 

Network 1,320 

Security 800 

Disaster Recovery 0 

 
 

 

OneNeck is taking this chart into consideration for this response.  OneNeck IT Solutions has a large and 
capable Professional services team with 70+ highly certified delivery engineers and project managers.   Our 
methodology for handling the discretionary project hours would be multi-layered.   First, we would plan to 
dedicate two Full-Time engineers to the County.   Based on the estimated hours provided we would have 
one that would be focused on the systems (server\storage\backup) work and another on the network and 
security work.  These would be added headcount to OneNeck and we would encourage existing County Staff 
to apply for those positions.    After training and time-off we estimate a remaining 1,160 project hours still to 
be filled.   We would utilize our existing delivery engineers or Solutionary engineers to fulfill those hours on 
a scheduled basis based on the County’s needs.  These would be utilizing a Statement of Work process and 
scheduled based on availability of engineering resources. To assist in scheduling and coordinating these 
efforts, we would also assign a Project Manager from the Professional Services organization.   We estimate 
260 hours of Project Management will be required annually.
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Transition and Transformation Strategy and Approach 

 
Provide a description of the proposed strategy and approach to transition and transformation including: 

o A high level project plan indicating phases and timeframes 

OneNeck Transition/Transformation Activities 

Approach.  OneNeck’s approach to assumption of responsibility for customer-provided 
devices and server workload is to first perform a qualifying audit of the 
environment to ensure it is in compliance with manufacturer and OneNeck IT 
Solutions best practices. In most cases, OneNeck IT Solutions will perform this 
audit onsite and will test fail over and redundancy scenarios, as well as 
documented best practices. Any items found to be outside of these best 
practices will be noted in a remediation report. Once all remediation items are 
resolved (billable under a separate project) the environment will qualify for the 
OneNeck IT Solutions Remote Managed Services SLA. If OneNeck IT Solutions or 
one of its companies performs the installation, this audit is waived. OneNeck’s 
approach to most of the County of Milwaukee applications will be to port them 
each to a new hardware & operating system environment based on OneNeck’s 
standard and current templates. This will obviate the need for per-system 
qualification and will also ensure that these applications will run on systems that 
qualify for the Managed Services SLA.  

Assuming responsibility for managing the County of Milwaukee overall IT 
environment will involve several service transition projects that will be 
described in section (b).  

OneNeck has extensive experience assuming management of IT assets and 
systems, involving both directly managed environments as well as 
taking over from incumbent 3rd party service providers. 

Projects.  OneNeck has developed a comprehensive transition framework based on 
many years of experience in this industry. The actual plan can be tailored or 
mapped to the County’s project management methodology if needed. 
Milestones, responsibilities, deliverables, and work products will be agreed 
upon during the initial phase of the engagement.  The flows below depict the 
high-level tasks involved in a typical transition project. 

 
 
  



    

 

- 29 - 

Services Transition: 

 
Transition Planning:  

 

 
 
 

Transition Preparation 
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Transition Execution: 

 
 
 

Transition Closure: 

 
 

The flows above characterize the projects required to implement each of the 
components of service, including the high-level timing and sequencing 
of them,   

Please see attachment D3-1 of this document for tables specific to the transition 
& transformation projects.   

OneNeck’s overall approach to managing the transition/transformation projects 
is led by our Service Transition team as follows:  

Projects – OneNeck leverages a Project Manager-led Service Transition 
team for every customer implementation (not just new 
customers). The PM is responsible for managing timelines and is 
primarily responsible for status reviews, facilitating project 
meetings, and owning all project-related documentation.  

Service transition is staffed with certified project managers and 
engineers certified in each of their respective disciplines 
(storage, virtualization, management, and compute). OneNeck 
does not leverage third parties in order to provide resources to 
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be deployed (e.g., hardware, software, services) as part of 
service transition & transformation.  

Quality assurance is realized through testing of any installed 
applications and a customer test and acceptance phase. 
ReliaCloud standards are enforced (supported operating 
systems, virtual machine versions, etc.).  

Once customers accept a project as complete, service transition hands 
off to the appropriate team (hosting operations, network 
operations, application support, et al) and we move to a 
“steady-state” service delivery model that is overseen by the 
Service Account Manager.  

Once in the steady state service delivery phase, reporting to the County 
is driven by the Service Account Manager and starts at a high 
level with the Monthly Status Review (MSR) call.  

Knowledge Transfer.   

OneNeck will work to gather information on current services from the 
incumbent through an assessment process, the output of which will be 
validated by the incumbent. Knowledge transfer will be carried out in a 
similar manner for all components of service: First, OneNeck will 
conduct an assessment of the current state, secondly the incumbent 
service actor will validate OneNeck’s assessment results & 
understanding of the current state.   

Because most applications will be refreshed on to more current technology 
hardware and operating systems, the impact on existing County 
operations will be specific to application management.  

Continuity of Service/OneNeck Transition Approaches.   

OneNeck leverages four methods of service transition (listed below), each of 
which may have a different impact upon continuity of service. Through 
the assessment process, OneNeck will determine the best course of 
action for service transition & transformation on a case-by-case, 
application-centric basis. This approach provides superior alignment to 
the County’s needs by focusing on applications rather than servers. This 
approach also minimizes the amount of involvement required of the 
incumbent service delivery actor.  

Technology Refresh Transition Methodology 
• Replacement systems are acquired and installed at the OneNeck Data 

Center in advance of the transition.   
• A logical data transfer then moves the processing to the OneNeck facility 

 
Lift & Shift Transition Methodology 
• The production environment is secured, shut down, shipped to the OneNeck 

Data Center 
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• The environment is set up and re-activated in a one-move process. 
 

Standby Transition System Methodology 
• A standby system (usually a test and development system) is transitioned to 

OneNeck in advance of the transition, and set up as a production standby 
environment.   

• During transition, the standby system is updated with then-current data as a 
contingency against production system loss or damage during shipment.   

• The production system is shipped, set up and re-activated as the production 
environment. 

 
Live Transition System Methodology 
• A live system (usually a test and development system) is transitioned to 

OneNeck in advance of the transition, and set up as a production 
environment. 

• The Production data and processing is transitioned to this system during an 
initial transition milestone.   

• Subsequently, the production environment is transitioned and set up, and 
the production data and processing is transitioned to this system as a 
second transition milestone. 

Supplier’s Transition/Transformation Team.  OneNeck’s Service Transition Team is 
constructed of a team of certified project managers and engineers who are 
focused on onboarding of customers and new builds of virtual and physical IT 
infrastructure within our existing ReliaCloud framework. Details around the 
OneNeck service transition team include:  

Service transition team is comprised of four Project Managers, two Network 
Engineers, two Virtualization/Systems Engineers, and two Storage 
Engineers.  This team would be expanded in the event OneNeck is 
awarded the County of Milwaukee RFP.  

The service transition PM and the Service Delivery Manager (SDM) are jointly 
responsible for transition team-to-operations handoffs. The SDM and 
PM work to ensure that Service Operations has documented procedures 
in place for every customer’s Service Desk, Asset Management, Event 
Management, Incident Management, Problem Management, and 
Access Management. OneNeck has moved hundreds of customers of 
varying sizes and scopes of service through this process.  

The chart below shows OneNeck’s approach to service transition team roles. It 
is expected that this structure and team will be in place until the 
transition is completed and the new environment is validated. The 
customer will be responsible for providing an Executive Sponsor, Project 
Lead and various Subject Matter Experts (SMEs) primarily focused on 
technical areas. 
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County-Provided Resources. 

OneNeck will require the following full-time employees (or 3rd party) from the 
County as part of Transition & Transformation: Application Architect, Network 
Lead, OS Lead, Database Lead, and Project Lead (in charge of coordination, 
controls and oversight). These roles will be required for up to one year’s 
transition time. Detailed transition planning such as project definition will take 
place and a custom program & project plan will be built.  

 

OneNeck will primarily providing services out of our MSN data center facility 
and will therefore not require the use of County resources or facilities to 
perform managed services activities.  At the County’s request on-site meetings 
with the OneNeck managed services team could be conducted at any of the 
County’s locations at their specific direction.  Otherwise OneNeck has locations 
within the Madison area that can accommodate these face-to-face meetings. 
Limited use of resources at the County data center\facilities may be requested, 
however this is not expected to exceed that which is already needed.   

Solutionary Transition/Transformation Activities 

Approach.  Provide a thorough description of Supplier’s approach to:  

Assuming responsibility for the Services and building/readying the operations to 
perform as described in its solution as it pertains to each of the relevant 
factors of production (e.g., people, process, facilities, technology, 
training, knowledge); and 
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At the onset of the Solutionary Managed Security Service engagement, 
Solutionary and the County will embark on an Onboarding and Account 
Governance process to implement or optimize any hardware required 
for the solution and establish the guidelines, policies, processes that will 
govern the MSS relationship between Solutionary and the County. A 
Governance Document that details service definitions, communication 
channels/protocols, account review cadence/requirements, account 
reporting cadence/requirements, maintenance schedule, event 
monitoring and notification, incident response procedures, etc. will be 
developed, reviewed, and finalized by Solutionary and the County. 
 

Taking over the services from the incumbent delivery actor(s).  

If necessary and possible, Solutionary will hold meetings and interviews 
with the incumbent to understand the managed services currently 
provided to the County of Milwaukee and formulate a plan of action to 
transition such services from the incumbent to Solutionary with the goal 
of transforming the incumbent solution to Solutionary’s proposed 
solution. 
 

Projects.  Provide a thorough description of the activities Supplier will perform to enact 
the transition/transformation, including: 

A graphical roadmap that describes the projects required to implement each of 
the components of service, including the: 

Overall duration of the Transition and Transformation stages; 

Start and stop dates for each project within the Transition and 
Transformation stages; and 

Sequencing of the projects relative to one another; and 

 
Please reference the MSS Onboarding Project Timeline PDF 

 

For each project shown in the roadmap, and using the template set forth in 
Attachment D3-1 of this document, a table that provides textual 
information regarding each of the following items: 

Project Name.  A short, but descriptive name for the project; 

Project Type.  Identify whether the project is a Transition project or 
Transformation project (it cannot be both); 

Begin/End Dates.  The dates on which the project will begin and end; 

Scope.  A synopsis of the scope of work for the project, including a list of 
the major activities; 

Deliverables.  A list of the major deliverables of the project; 
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Key Milestones.  A list of the major operational milestones for the 
project; 

Project Dependencies (Supplier).  A list of Supplier’s other projects on 
which performance of the project in question are dependent 
upon; 

Project Dependencies (non-Supplier).  A list of the project’s 
dependencies, if any, outside of Supplier’s control; and 

Risk Mitigation.  A list of the major risks inherent in the project and 
Supplier’s plans of mitigating, measuring and reporting on each 
to County. 

 
Additional scoping will be required upon the County’s selection of 
Solutionary as their new managed security services provider in order to 
provide requested project details, including start and stop dates, 
dependencies, and strategies for mitigating risk during 
transition/transformation. 

 

A description of Supplier’s overall approach to managing the 
transition/transformation, including the underlying: 

Projects; 

Personnel; 

Third parties involved in providing resources to be deployed (e.g., 
hardware, software, services); 

Testing and other quality assurance methods; 

Acceptance of the changes by County; and 

Reporting to County. 

 
Service onboarding activities entail 3 phases.  
 
1) Governance documentation – This phase typically takes 2-4 weeks 

to document the processes, organizational escalation paths, change 
control, etc.  A designated service delivery coordinator will schedule 
the proper resources necessary for gathering proper governance 
documentation.  Please see the response located in the Governance 
section of this document 2.3 (c) for additional governance 
documentation detail. 

2) Baselining and Optimization – Initial tuning and configuration 
activities to properly identify security events of interest typically 
takes 4-6 weeks.  This establishes the necessary baselines and 
anomaly detection configurations to provide relevant security event 
data for SOC investigation, alerting, and remediation activities. 
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Personnel from each relevant practice will be involved throughout the 
onboarding period.  Solutionary and OneNeck, are the only parties 
involved in managed security services delivery.  The Solutionary 
governance document will outline agreed processes for QA and change 
control approval.  Reporting is delivered during regular meetings to 
review status, gather approvals, and coordinate required information. 
 

Knowledge Transfer.  Provide a thorough description of: 

How the transfer of knowledge from the incumbent delivery actors to Supplier 
will occur for each component of service; and 

The impact on the existing operations (e.g., County’s incumbent supplier, 
County, other County suppliers) to participate in Supplier’s knowledge 
transfer activities, including a list of the number of resources by skill set 
and, for each such resource, the amount of elapsed and active time 
required. 

 
Delivery personnel have integrated processes and configuration standards to 
involve SOC resources for operations activities once proper communications are 
established.  There is no anticipated impact to County resources or other 
suppliers to facilitate knowledge transfer between delivery and SOC personnel. 

 

Continuity of Service.  Provide a thorough description of how continuity will be 
preserved during the Transition/Transformation for each component of service. 

The comprehensive and detailed description of process and deployment 
activities will be further expanded and detailed out upon the down selection of 
this proposal where additional scoping activities are able to take place.  All of 
the net new services being stood up as a portion of the managed security 
services will be stood up in parallel environment leveraging all of the new 
services.  The components include Firewall Hardware with inclusive Intrusion 
Prevention technology which will be put into the new architecture and all 
rulesets from the existing environment will be reviewed for validity and 
migrated into the new services component.  The malware analysis component 
will like the FW/IPS be deployed with some inline functionality which will be in 
place prior to cutting business services to the new infrastructure and will 
be thoroughly tested and vetted to ensure minimal impedance on any business 
processes.  For the other components including Security Information and Event 
Management and Vulnerability Management are passive secondary 
technologies which do not interfere with primary infrastructure, so 
those components will be fully stood up and enabled within the new 
infrastructure prior to beginning to migrate business processes to the new 
parallel infrastructure.  This buildout of the new security 
management/monitoring infrastructure in the new overall infrastructure, will 
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facilitate a smooth cutover of business processes in the new environment 
making it as seamless as possible to the business.  This will be in full 
coordination with the other service providers to ensure that the process is done 
holistically to ensure full design and security functionality enablement in the 
new infrastructure. 

 

Supplier’s Transition/Transformation Team.  Provide a thorough explanation of the 
team(s) of resources Supplier will deploy to perform the 
Transition/Transformation, including: 

A list of the number of Supplier’s personnel by function that will perform the 
Transition/Transformation;  

An organization chart describing Supplier’s overall team of 
Transition/Transformation personnel; and 

A description of how this team will interact with Supplier's delivery team 
providing support for operations during the Transition/Transformation. 

A designated service delivery coordinator will be assigned at the 
transition/transformation stage and will remain designated throughout the 
contract term.  Additional scoping will be required to provide specific numbers 
of personnel involved.  This team has integrated processes to involve SOC 
resources for operations once technologies have proper connectivity.   

 

County-Provided Resources.  Provide a thorough accounting of the: 

Number of County personnel by skill set and time commitment (elapsed and 
active) requested by Supplier for each such skill set to perform specified 
non-knowledge transfer type activities (e.g., advisory, review, decision-
making) during the Transition/Transformation; and 

Resources (e.g., desks, hardware, network connectivity, physical storage space, 
system access) requested to be provided by County to Supplier to 
enable Supplier’s performance of its Transition/Transformation. 

Solutionary transition/transformation services will be performed 
remotely.  Any requirements for network connectivity or remote hands 
will be requested from OneNeck. 
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Transition/Transformation Project Description Template 
 

TRANSITION PROJECTS 

Where the “E+x” convention is used in the tables below (e.g., in the Due Date column), “E” means the Effective Date and “x” means the 
number of months after the Effective Date.  For example, “E+2” means that the defined event will occur within (i.e., on or before the last 
day of) the second month following the Effective Date 

Transition Project #1 – Primary Data Center Compute Infrastructure Managed Services Enrollment 

Transition Project #1 – Primary Data Center Transition 

Migrate data center services from 
County facility to OneNeck “MSN.”  

Migrate data center colocation & IaaS services. Tech refresh primarily onto OneNeck’s “ReliaCloud” IaaS 
platform. Physically move equipment that shouldn’t/cannot be migrated into ReliaCloud.  

Key Activities Milestone? Due Date Proposed Acceptance Criteria (if any) 

Team Assembly – identification of 
lead OneNeck participants 

No E+.75 Team assembled named and submitted to County.  Client kickoff meeting 
scheduled. 

Client kickoff meeting Yes E+1  

Inventory existing data center Yes E+3 Detailed inventory and assessment of all compute infrastructure assets.  
Audit and remediation list. 

Identification of systems Yes E+4 Inventory of systems to be migrated “as-is” vs. systems that will be “forklift 
migrated” (rebuilt on new OSE within ReliaCloud). Migration plan submitted 
to County from OneNeck Professional Services.  

Remediation of devices Yes E+4 “As-is” devices that are out of spec are now compliant to OneNeck 
standards.  Audit / Remediation validated checklist. 

Physical migration plan complete Yes E+5 Test migration(s) validated. Migration plan finalized (timing).  

WAN links turned up, connections 
live & tested 

Yes E+6 Successful virtual migration(s). Migration of systems to commence. 
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Transition Project #1 – Primary Data Center Transition 

Project Start Date  30 days from contract execution 

Project Completion Date E+11 

Assumptions, Dependencies, 
Supplier Requirements of County 

Assumptions: 

 Transport provider delivers robust connectivity to MSN 
Dependencies: 

 CenturyLink 
Supplier Requirements of County: 

 Access to Eagan facility 

Risk Mitigation Risk #1:  Loss of connectivity 
Mitigation for Risk #1:  Multiple carriers 

Transition Project #2 – County Data Center Managed Services Enrollment 

Transition Project #2 Title – County Data Center Managed Services Enrollment 

Project Description and Scope OneNeck to assume management of compute-network-storage at the County data center. All operating 
system environments, network nodes and storage arrays to be monitored, patched and remediated by 
OneNeck Managed Services team.  

Key Activities Milestone? Due Date Proposed Acceptance Criteria (if any) 

Team Assembly – identification of 
lead OneNeck participants 

No E+.75 Team assembled named and submitted to County.  Client kickoff meeting 
scheduled. 

Client kickoff meeting Yes E+1  

Environment(s) assessment and 
audit: general inventory 

No E+2 Detailed inventory and assessment of all network County Hall data center 
compute and storage assets.  Audit and remediation list. 

Remediation of devices Yes E+4 All devices that are out of spec are now compliant to OneNeck standards.  
Audit / Remediation validated checklist. 

Migration design document 
 

Yes E+5 Strategic plan document for migration and planned change windows. 
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Transition Project #2 Title – County Data Center Managed Services Enrollment 

Compute services enrollment Yes E+7 All Compute infrastructure endpoints enrolled under OneNeck monitoring 
and Management 

Storage enrollment Yes E+9 All storage infrastructure endpoints enrolled under OneNeck monitoring and 
Management 

Alert Tuning, Documentation and 
Reporting Portals Complete 

Yes E+12 All devices have been tuned for alerts and performance thresholds.  Client 
presentation layer is complete. 

Project Start Date  30 days from contract execution 

Project Completion Date E+11 

Assumptions, Dependencies, 
Supplier Requirements of County 

Assumptions: 

 County network devices can be remediated to OneNeck management standards 

 Existing provider will allow administrative level access to devices in a timely fashion 
 

Dependencies: 

 Transformation is completed for end of life and service support equipment 
Supplier Requirements of County: 

 Administrative and physical access to the devices 

 Logical diagrams of the infrastructure  

Risk Mitigation Risk #1:  Completion of project is dependent upon the transformation of the end of life end of support 
equipment, being configured and in place. 
Mitigation for Risk #1:  [Tech refresh/retirement of non-compliant systems] 

 

Transition Project #3, Network Managed Services Enrollment 

Transition Project #3, Network Managed Services Enrollment 

Project Description and Scope This project will transition the Network service infrastructure for the components of :  

 Network Access / WAN / LAN 

 LAN 

 Transport Services 

 Public Works (SCADA) 
To the OneNeck Managed services team.   

Key Activities Milestone? Due Date Proposed Acceptance Criteria (if any) 



    

 

- 41 - 

Transition Project #3, Network Managed Services Enrollment 

Team Assembly – identification of 
lead OneNeck participants 

No E+.75 Team assembled named and submitted to County.  Client kickoff meeting 
scheduled. 

Client kickoff meeting Yes E+1  

Environment(s) assessment and 
audit: general inventory 

No E+2 Detailed inventory and assessment of all network infrastructure assets.  
Audit and remediation list. 

Remediation of devices Yes E+4 All devices that are out of spec are now compliant to OneNeck standards.  
Audit / Remediation validated checklist. 

Migration design document 
 

Yes E+5 Strategic plan document for migration and planned change windows. 

WAN services enrollment Yes E+7 All WAN infrastructure endpoints enrolled under OneNeck monitoring and 
Management 

LAN core/edge/wireless enrollment Yes E+9 All LAN services infrastructure endpoints enrolled under OneNeck 
monitoring and Management 

Alert Tuning, Documentation and 
Reporting Portals Complete 

Yes E+12 All devices have been tuned for alerts and performance thresholds.  Client 
presentation layer is complete. 

Project Start Date  E+1 

Project Completion Date E+12 

Assumptions, Dependencies, 
Supplier Requirements of County 

Assumptions: 

 County network devices can be remediated to OneNeck management standards 

 Existing provider will allow administrative level access to devices in a time fashion 
 

Dependencies: 

 Transformation is completed for end of life and end service support equipment 
Supplier Requirements of County: 

 Administrative and physical access of the devices 

 County resource availability to provide access to equipment locations 

Risk Mitigation Risk #1:  Completion of project is dependent upon the transformation of the end of life end of support 
equipment being configured and in place.  
Mitigation for Risk #1: This will be addressed with project management.   

  



    

 

- 42 - 

Transition Project #4, Network Equipment Refresh 

Transition Project #4 Title Network Equipment Refresh 

Project Description and Scope Equipment transformation to newer model equipment for the network components of: 

 Network Access / WAN / LAN 

 LAN 

 Transport Services 

 Public Works (SCADA 

Key Activities Milestone? Due Date Proposed Acceptance Criteria (if any) 

Team Assembly – identification of 
lead OneNeck participants 

No E+.75 Team assembled named and submitted to County.  Client kickoff meeting 
scheduled. 

Client kickoff meeting Yes E+1  

Confirmation of Equipment and 
Approach.  Equipment Ordering 

Yes E+2 Equipment or order.  Order ETA 

Development of Migration Strategy Yes E+2 Migration Strategy Doc 

Staging / Burn-in / Deployment Yes E+6 All equipment racked in designated locations 

Managed Services Commissioning Yes E+12 All devices have been tuned for alerts and performance thresholds.  Client 
presentation layer is complete. 

End of Life, End of Sale Equipment 
decommissioning 
 

Yes E+12 All EoL / EoS Devices are transitioned to their new use, or removed from 
County inventory. 

Project Start Date  E+1 

Project Completion Date E+12 

Assumptions, Dependencies, 
Supplier Requirements of County 

Assumptions: 

 County has available equipment space to support the transition process (New + Old) equipment 
coexistence. 

Dependencies: 

 Availability of Cisco inventory 
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Transition Project #4 Title Network Equipment Refresh 

 Availability of power and equipment space at County locations to house the existing equipment 
plus the new infrastructure for replacement. 

Supplier Requirements of County: 

 Availability of power and equipment space at County locations to house the existing equipment 
plus the new infrastructure for replacement. 

  

Risk Mitigation Risk #1:  Cisco equipment lead times 
Mitigation for Risk #1:  [None] need to develop a strategy with Cisco once inventory is finalized. 

 

Transition Project #5 – Disaster Recovery 

Transition Project #5 Title – Disaster Recovery 

Project Description and Scope OneNeck to assume responsibility for disaster recovery of systems.  

Key Activities Milestone? Due Date Proposed Acceptance Criteria (if any) 

Per-system & per-application RPO & 
RTO defined 

Yes E+2 Mutually agreed-upon RPO & RTO definitions for each application 
environment’s supporting systems.  

Infrastructure for DRaaS 
components installed 

Yes E+6 ReliaCloud Recovery infrastructure put in place at protected site and 
recovery site and tested 

Test failovers executed Yes E+8 Application testing & validation 

Project Start Date  30 days from contract execution 

Project Completion Date E+10 

Assumptions, Dependencies, 
Supplier Requirements of County 

Assumptions: 

 Software will be compatible with systems the County wishes to have protected 
Dependencies: 

 Compatibility of systems, availability of storage & management compute resources at the 
protected and recovery sites  
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Transition Project #5 Title – Disaster Recovery 

Supplier Requirements of County: 

 Facilitate access & authorization on protected systems. Resources to test applications & access 
during the testing phase.  

Risk Mitigation Risk #1:  Legacy system instability 
Mitigation for Risk #1:  Tech refresh 
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TRANSFORMATION PROJECTS 

Where the “T+x” convention is used in the tables below (e.g., in the Due Date column), “T” means the date Transformation commences 
and “x” means the number of months after the date Transformation commences.  For example, “T+2” means that the defined event will 
occur within (i.e., on or before the last day of) the second month following the date Transformation commences.  

 

Transformation Project #1, ReliaCloud Service Transformation 

 
Transformation Project #1 – ReliaCloud Service Transformation 

Project Description and Scope County of Milwaukee to run IT workloads in ReliaCloud. 

Key Activities Milestone? Due Date Proposed Acceptance Criteria (if any) 

Detailed Solution Scoping Yes E+0 Solution Architect to build mutually-acceptable Customer Requirements 
Worksheet (CRW) 

Contract Review and Submission No E+1  OneNeck internal process to validate compatibility and service alignment 

Customer Engagement Review Yes E+3 Mutual acceptance of CRW, scope of project and timing. Technical 
requirements validation.  

Service Delivery & Transition Yes E+6 Customer handoff, portal(s) training, test of management access 
connections. 

Service Operations takeover Yes E+8 Technical support & services verification (ITIL-guided service operations) 

Project Start Date  30 days from contract execution 

Project Completion Date E+7 

Assumptions, Dependencies, 
Supplier Requirements of County 

Assumptions: 

 Compatible workloads to be migrated.  
Dependencies: 
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Transformation Project #1 – ReliaCloud Service Transformation 

 Compatibility of systems & resources provisioned to meet necessary performance levels.  
Supplier Requirements of County: 

 Facilitate access & authorization 

Risk Mitigation Risk #1:  Legacy system instability 
Mitigation for Risk #1:  Tech refresh 
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o Key planning assumptions 

OneNeck’s assumptions are included in our high-level project plan above. 
 

o High level transition team resource expectations and roles and responsibilities for Milwaukee County and 
the service provider 

Please see this information in our high-level project plan above.  
 

o Onboarding of service provider resources including background checks and qualifications 
OneNeck IT Solutions takes seriously the security of both our customers and employees.  As such, it 
is our policy to conduct pre-employment background checks and drug screens using the Company’s 
approved vendors.  All background checks include verification of an applicant's highest level of 
education, employment verification of the last 7 years, criminal (national and county) checks for all 
places the applicant resided in the past 7 years and SSN check.  All offers of employment are 
contingent upon clear results of a thorough background check, consistent with both company policy 
and the law. 
 
Data center access is 24/7/365 unescorted access for customers who are authorized/have on-
boarded and have their access card with aligned iris scan. 
 
Access to OneNeck's data centers is highly secure and controlled. Customers who have gone 
through the authorization process/on-boarded with us access the data center via two-factor 
authentication: Proximity Card (badge) and biometric iris scan.  Before entering the secure data 
center, there is an access badge scan into a “people-trap,” and then an access badge scan and a 
biometric iris scan prior to entry into the data center. All of the access activity is recorded by digital 
video surveillance.  Additionally, there is an anti-tailgate sensor which records how many individuals 
entered the facility with one person's credentials, which will sound an alarm as appropriate. Once in 
the data center, there is yet another badge scan and biometric iris scanner before entering a specific 
data room. 
 
OneNeck offers various options for access control to a customer’s rack/cage:  a combination lock is 
the standard approach; additional options (with an additional associated cost) include card access 
and biometric touch-point access. 

 
o Onboarding of Milwaukee County employees the vendor chooses to retain, even though the County is not 

requiring the service provider onboard any of the County’s existing staff. 
OneNeck is responsible for escorted access control (for visitors, vendors, etc.) to a customer’s 
cabinet/cage. 
 
OneNeck will allow 24/7/365 unescorted access for customers who have completed the 
authorization/on-boarding process and have a valid access card and iris scan. 
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Requirements Matrix 

Appendix C – Requirements Matrix is a spreadsheet that lists all of the requirements for the in scope support 
services and hardware.  Each of the tabs in the spreadsheet represent a different area of requirements as outlined 
above. 
 
For each tab and requirement in Appendix C – Requirements Matrix (excluding Performance Standards tab0, the 
service provider should indicate if its proposed solution exceeds, meets, partially meets, or does not meet the 
requirement.  The service provider should add comments to qualify its response, especially for those requirements 
marked as “exceeds” or “partially meets.” 
 

Please find our responses to Appendix C – Requirements Matrix included in the embedded Excel 
spreadsheet below. 

Appendix C - 

Requirements Matrix_ MKE.xlsx
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Experience Matrix 

 
The service provider should complete the Excel spreadsheet titled “Appendix D – Service Provider Experience 
Matrix.”  This spreadsheet captures the service provider’s experience in the key technologies outlined in this RFP. 
 
 

Please find our responses to your Experience Matrix request included in the Excel spreadsheet embedded 
below. 

 

Appendix D - 

Milwaukee County Experience Matrix.xlsx
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Proposed Pricing 

 
The service provider should include its proposed pricing information using a spreadsheet format.  The service 
provider is allowed to structure the pricing information based on its own pricing mechanisms, assuming the pricing 
follows the following pricing guidelines: 
 

 One-time transition costs should be identified and separated from other on-going service costs 

 On-going service costs should be quoted as annual costs and provide separately for each of the following 
areas: 

o Data Center Facility services 
o Mainframe support services 
o Server support services 
o Storage and backup support services 
o Network support services 
o Security support services 
o Data circuits related to service provider’s data center 
o Disaster recovery services 
o Any additional usage based costs that would be in addition to those costs outlined above 

 Pricing mechanisms should be provided to allow for increases and decreases in the volume of support 
services over time (i.e. ARC/RRC mechanisms). 

 Include representative hourly rates for potential out of scope, project related services in the categories 
appropriate to cover the in scope technologies. 

 
 

Please find our pricing information included in your Pricing Template spreadsheet embedded below. 
 

Appendix B.7 - 

Milwaukee County Pricing Template.xlsx
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Exhibit 1 – Intent to Respond Form 
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Exhibit 2 – Vendor Information 
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Exhibit 3 – Milwaukee County’s Minimum Wage Provision 
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Exhibit 4 – Insurance and Indemnity Acknowledgement Form 
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Exhibit 5 – Conflict of Interest Stipulation 
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Exhibit 6 – Sworn Statement of Bidder 
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Exhibit 7 – Cover Sheet for Technical Proposal 
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Exhibit 8 – Cover sheet for Pricing Proposal 
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Exhibit 9 – EEOC Compliance 
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Exhibit 10 – Certification Regarding Debarment and Suspension 
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Exhibit 11 – Proprietary Information Disclosure Form 
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Attachment 1 – OneNeck Legal Exceptions 
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Attachment 2 – Sample Colocation SLA and AUP 
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Milwaukee County Addendum 3 – Disadvantaged Business Enterprise Utilization 
 

The award of this contract is conditioned upon your good faith efforts in achieving this project’s proposed 
Disadvantaged Business Enterprise (DBE) goal of 17%, and you must document those efforts. Your Proposal must state 
how you will meet the goal, including identifying the DBE firm(s) by name, the scope(s) of work/service(s) to be 
provided, the dollar amount(s) of such work, and the percentage of the DBE goal to be met. Failure to document the 
utilization will result in a determination of non-responsiveness, and rejection of your Proposal may occur. 
 
A necessary step in the good faith efforts process is contacting Community Business Development Partners (CBDP) at 
414-278-4747 or mailto:cbdp@milwaukeecountywi.govfor assistance in identifying DBEs and understanding the 
County’s DBE Program procedures. The official directory of eligible DBE firms can be accessed by the following link: 

 
https://app.mylcm.com/wisdot/Reports/WisDotUCPDirectory.aspx 

 

Although the Milwaukee County RFP was released November 18 we were sent this new Addendum 3 on 
December 30th at 8:21pm with a due date of January 8th.  For this initial response we have aligned out 
partnerships for this response with companies that we have done business with and feel confident will add value 
to our solution.   We are certainly willing to utilize a DBE as long as they add value to the solution for Milwaukee 
County. TDS Telecommunications Corp. is headquartered in Madison, WI and is well known for their community 
efforts. Given some time to vet some of the DBE’s listed on the web site, we will certainly make every effort to 
include a DBE approved company. 

 

mailto:cbdp@milwaukeecountywi.gov
https://app.mylcm.com/wisdot/Reports/WisDotUCPDirectory.aspx

